
What new data integrations are you looking to add to your KYC 
and fraud mitigation process?

In-house solution

Manual solution

Know-Your-Business 
(KYB)

Payroll data

Open banking data 
(Plaid, Finicity, etc.)

Identity document 
verification

Facial recognition 
(biometrics)

82%

59%

100%

53%

53%

41%

41%

75%

65%

Behavioral biometrics 
data (keystroke 

dynamics, mouse use 
patterns, etc) 29%

42%

18%

Just over half of enterprise companies (51%) manage their onboarding through an in-house 
solution relying on a single data source while 41% of mid-market companies opt for an 
in-house solution using multiple data sources.

Enterprise businesses (43%) are investing most in data aggregation tools while mid-market 
organizations (50%) are investing most in fraud, risk and KYC management tools.

54% of enterprise companies have almost half (between 26% and 50%) of their engineering 
team focused on KYC or identity fraud, compared to 38% of their mid-market peers.

Companies using an in-house solution (i.e. their engineering team has built out an 
integration using single or multiple data sources) to manage their Know Your Customer 
(KYC) and Anti-Money Laundering (AML) onboarding are more likely to report experiencing 
a slight increase in fraud as compared to their counterparts who rely on a manual solution 
(  i.e. an individual on their team checks identification information/documentation manually) 
(59% vs 47%)*.

While respondents agree that they are looking to add Know Your Business (KYB) 
business identity data to their KYC and fraud mitigation efforts, they are split on their 
second priority integration. 75%* of organizations using an in-house solution prioritize 
open banking data while 65%* of companies using a manual solution gave precedence 
to identity document verification.

Fintech executives agree that fraud attempts are rising and compliance is one of their biggest challenges, 
but how do you stack up on these issues against companies of your size? Benchmarking against 
similarly-sized fintech companies can help you identify opportunities for improvement and prioritize 
investments. Read on to see how aligned your company’s approach to onboarding and identity is against 
industry responses.

For the purposes of this report, companies are categorized into the following groups, based on the 
number of employees:

 •  Growth: less than 1,000 employees
 •  Mid-market: 1,000 - 5,000 employees
 •  Enterprise: more than 5,000 employees

*Note: excludes companies using third-party solutions to manage their onboarding due to low number of responses.

Benchmarking your onboarding 
& identity efforts

How do you manage onboarding as it relates to 
KYC (Know Your Customer) + AML (Anti-Money 
Laundering) today?

Manually

Growth

Enterprise

Mid-market

Multiple 
data source 

in-house solution

Robust in-house 
solution

Single 
data source 

in-house solution

Third-party 
solution

25%

41%

2%
0%
0%

50%

51%

25%
6%

2%

38%

30%

16%
16%

0%

The last time you bought fintech software, what 
category was it in?

Growth

Enterprise

Mid-market

Fraud, risk & KYC 
management

Data aggregation

Account opening 
platform

Payments 
processor

Other

Brokerage 
platform

25%

25%

25%
28%

17%

6%

2%

25%

9%

13%

43%

50%
32%

0%

0%
0%

0%
0%

At your organization, what percentage of your Engineering 
team is currently working on KYC/identity fraud?

Growth

Enterprise

Mid-market

0%

1-25%

26-50%

51-75%

76-99%

Unsure

25%

25%

34%
22%

54%

14%

8%

19%

38%

0%

0%

0%
0%

2%
0%
0%

50%

9%

Over the past 12 months, how has the frequency of fraud attempts 
changed at your organization?

In-house solution

Manual solution

Slight increase

No change

Slight decrease

Significant 
increase

Unsure

59%

28%

47%

41%

9%

12%

3%

1%

0%

0%


